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QUESTION 408 
You are the network administrator for Certkiller . The network consists of a single Active Directory 
domain named Certkiller .com. All network servers run Windows Server 2003 
Software Update Services (SUS) is installed on a single server named Certkiller 3. Certkiller 3 receives 
receive critical updates and security updates from Microsoft Windows Update servers. 
A systems engineer installs and configures a server named Certkiller 13 as a second SUS server for the 
domain. You need to ensure that the new SUS Server will automatically synchronize with Certkiller 3. You 
also need to approve the current list of updates that are available for the new SUS server and ensure that 
any revised updates are automatically approved. 
What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 

 
 
Answer:  
Step #1 

 
  

 

Administrator
ExactPapers.com



070-290

 
 

QUESTION 409 
You are the network administrator for Certkiller . The network consists of a single Active Directory 
domain named Certkiller .com. All network servers run Windows Server 2003 and all client computers run 
WindowsXP Professional. 
You are responsible for the day-to-day administration of user accounts for customer service employees in 
Certkiller .com's Moscow office. You perform administrative tasks by using a server Certkiller 4. Each user 
is allowed to customize their desktop. A shared folder named Users on Server1 has been created to store 
user folders for customized desktop settings. 
You need to perform the following tasks: 
• Use Active Directory Users and Computers to set user accounts in the Sales OU to retain 
customized desktop settings, regardless of the client computer used. You want to achieve this goal 
by using the minimum amount of administrative effort. 
• Make the user profile named Jack King the default profile for any new user who logs on to 
Certkiller 4. 
What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 

 
 
Answer:  
Step #1 
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Step #2 

 
Step #3 
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Step #4 

 
 

QUESTION 410 
You are the network administrator for Certkiller . You administer a file server named Certkiller 6. 
Certkiller 6 runs Windows Server 2003. 
Several users require access to resources on Certkiller 6. There are number of existing share and NTFS 
permissions for the C:\ Certkiller and C:\Sales folders on Certkiller 6. 
You need to modify the existing permissions to ensure the appropriate access for the users and groups 
listed in the following table. 

Group or User  Access  

SalesGroup  The ability to read files in the C:\ Certkiller shared folder  

SalesUser  The ability to modify files in the C:\Sales shared folder  

Administrators  The ability to full control over the files in the C:\ Certkiller shared 
folder  

You want to use a single share permission entry for each shared folder. You must not change the access 
for any other user or groups. 
What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 
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Answer:  
Step #1: Open Local Disk (C:) 
Step #2: Right-click on the Certkiller folder, and select Sharing and Security 
Step #3 Make the proper configuration, and the close the Sharing and Security window. 
Step #4: Right-click on the Sales folder, and select Sharing and Security 
Step #5 Make the proper configuration, and the close the Sharing and Security window. 
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QUESTION 411
You are the network administrator for Certkiller . The network consists of a single Active Directory 
domain named Certkiller .com. All network servers run Windows Server 2003 and all client computers run 
Windows XP Professional. Four of the client computers on the network are named Certkiller 1, 
Certkiller 2, Certkiller 3, and Certkiller 4. 
You are responsible for the day-to-day administration of the computer objects in the domain. 
You need to use Active Directory Users and Computers to perform the following tasks: 
• Delete an obsolete computer account named Certkiller A for a computer that has been rebuilt and 
renamed. 
• Reset the computer for Certkiller 2. 
• Move the Certkiller 3 and Certkiller 4 objects from the Computers container to the Sales OU. 
• Add Certkiller 1 to the Windows XP Client global security group. 
What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 

 
Answer:  
The first requirement of this question states: Delete an obsolete computer account named Certkiller A for 
a computer that has been rebuilt and renamed. 
Step #1 
Open Control Panel. 
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Step #2 
Open Administrative Tools. 

 
Step #3 
Open Active Directory Users and Computers. 
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Step #4. Select the Computers Container, right-click on Certkiller A and Select delete. 

 
Step #5 Confirm 
The second requirement of this question states: Reset the computer for Certkiller 2. 
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Step #1 
In Active Directory Users and Computers, right-click on Certkiller 2 and select Reset Account 

 
The third requirement of this question states: Move the Certkiller 3 and Certkiller 4 objects from the 
Computers container to the Sales OU. 
Step #1. 
In Active Directory Users and Computers, select Certkiller 3 and Certkiller 4, right-click and select Move. 
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Step #2. 
Select the Sales OU and click OK. 

 
The fourth requirement of this question states: Add Certkiller 1 to the Windows XP Client global security 
group. 
Step #1. 
In Active Directory Users and Computers, double click Certkiller 1. 
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Step #2. 
Select the Member Of tab and click the Add button. 

 
Step #3. 
Type Windows XP Client for the group name and click OK. 
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Step #4. 
Click OK to close the Properties dialog box. 

 

 
QUESTION 412
You are the network administrator for Certkiller .com. All network servers run Windows Server 2003. 
A file server in the data center is used to store customer data and large database reports that are 
generated daily. The disk that holds this data is near capacity. The system engineer wants to move data 
from a disk named Disk 0 to a new, recently installed Disk 1. Disk 1 has a single partition that is 
formatted as FAT32. The partition currently contains no data. 
You need to configure Disk1 so that it can be extended in the future to increase disk space without 
moving or deleting data. You also need to configure Disk 1 for optimum write performance. 
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What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 

 
Answer:  
We need to configure Disk 1 (partition E) so that we can extend it in the future without losing data. To 
do this, the disk must be a dynamic disk and the partition must formatted with the NTFS file system. 
Furthermore, the partition needs to have been created on a dynamic disk so we'll need to delete the 
existing partition then convert the disk to a dynamic disk and then recreate the partition. 
The question states that the partition contains no data so deleting the partition won't cause any data loss. 
Step #1 
Open Control Panel. 

 
Step #2 
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Open Administrative Tools. 

 
Step #3. 
Open Computer Management. 

 
Step #4. 
Select Disk Management 

 
Step #5. 
Right click on partition E and select Delete Partition. 
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Step #6. 
Confirm the deletion. 

 
Step #7. 
Right click on Disk one and select "Convert to dynamic disk" 

. 
Step #8. 
Ensure that Disk 1 is checked and click OK. 
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Step #9. 
Right click on the unallocated disk space and select "New Volume". 

 
Step #10. 
The New Volume wizard starts. Click Next. 

 
Step #11. 
Select the maximum size. 
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Step #12. 
Accept the default drive letter and click Next. 

 
Step #13. 
Click Next. 
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Step #14. 
Click Finish. 

 
 

QUESTION 413
You are the network administrator for Certkiller .com. You administer a Windows Server 2003 named 
Certkiller 7. Certkiller 7 functions as a file server for Certkiller .com's Sales department. 
You need to perform the following tasks on Certkiller 7: 
• Create a share named Certkiller on the C:\ Certkiller folder. 
• On the Certkiller share, configure share permissions so that the SalesGroup has only the Allow- 
Read permission. No other groups should have access to the share. 
• Modify the existing share named Sales to the C:\Sales folder so that the share is hidden. 
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• On the hidden share, configure share permissions so that the Administrators group has the Allow- 
Full Control permission. No other groups should have access to the share. 
What should you do? 
Take the appropriate actions in the simulation window. 
Simulation Window 

 
Answer:  
The first requirement of this question states: Create a share named Certkiller on the C:\ Certkiller folder. 
The second requirement states: On the Certkiller share, configure share permissions so that the 
SalesGroup has only the Allow-Read permission. No other groups should have access to the share. 
Step #1. 
Open Disk C: 

 
Step #2. 
Right-click on folder Certkiller and select Properties 
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Step 3: Click the Sharing tab, select Share this folder and enter the share name Certkiller . Then click the 
Permissions button. 

 
Step 4: 
Click Add. 
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Step #5. 
Type in SalesGroup and click ok. 

 
Step#6. 
Select the Everyone group and click Remove. 
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Step #7. 
Click Ok to close the dialog box. 
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Step #8. 
Click Ok to close the dialog box. 
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The third requirement of this question states: Modify the existing share named Sales to the C:\Sales 
folder so that the share is hidden. We can do this by creating a new share named Sales$ and deleting the 
existing 'Sales' share (note: it is not possible to rename a share). 
Step #1. 
Right-click on the Sales folder and select Properties. On the Sharing tab, click New Share. 
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Step #2. 
Enter the new share name and click OK. 

 
Step #3. 
Select the existing Sales share from the drop down list. Click the Remove Share button. 
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The fourth requirement of this question states: On the hidden share, configure share permissions so that 
the Administrators group has the Allow-Full Control permission. No other groups should have access to 
the share. 
Step #1. 
Right click on the Sales folder and select properties. Go to the Sharing tab (if you closed the dialog box 
after the previous step. Click the Permissions button. 
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Step #2. 
Click Add. 

 
Step #3. 
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Type Administrators and click OK. 

 
Step #4. 
Select the Full Control check box for the Administrators group. 

 
Step #5. 
Select the Everyone group and click Remove. 
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Step #6. 
Click the OK button to close the dialog box. 
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Step #7. 
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Click the OK button to close the dialog box. 

 




